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Prosecution Disclosure: ss 141 and 142 
Criminal Procedure Act 1986

Section 142(1) provides, relevantly:

"For the purposes of section 141(1)(a), the prosecution's notice is to contain the following:

...

(i) a copy of any information, document or other thing provided by law 
enforcement officers to the prosecutor, or otherwise in the possession of the 
prosecutor, that would reasonably be regarded as relevant to the prosecution case or 
the defence case, and that has not otherwise been disclosed to the accused person,

...

(k) a copy of any information in the possession of the prosecutor that is relevant 
to the reliability or credibility of a prosecution witness,

..."



ODPP Guideline 13.2

Prosecutors are under a continuing obligation to fully disclose to the accused all 
material known to them in a timely manner that on their sensible appraisal:

1. is relevant or possibly relevant to an issue in the case

2. raises or possibly raises a new issue that is not apparent from the evidence 
the prosecution proposes to rely on

3. holds out a real as opposed to fanciful prospect of providing a lead to 
evidence that goes to either of the previous two situations.

The prosecution’s duty of disclosure continues after trial and the conclusion of any 
appeal.



Edwards v The Queen [2021] HCA 28

■ Although the Office of the Director of Public Prosecutions had informed the appellant's 
lawyer of the existence of a Cellebrite Download prior to the trial, it did not serve a 
copy of the Download or otherwise provide any information from the Download. 

■ The appellant's lawyer only became cognisant of the Download after the ODPP served 
a statement of a witness on the Friday before the trial was scheduled to commence. 
When questioned about how the prosecution had located the witness the ODPP told 
the appellant's lawyer that her details had been obtained from the Download. The 
appellant did not seek any relief following the late disclosure of Ms Birchill's statement.



Edwards v The Queen [2021] HCA 28

Kiefel CJ, Keane and Gleeson JJ:

“The difficulty for the appellant is that, with the benefit of access to
the Cellebrite Download, he has been unable to identify how its contents, either as a whole
or in relation to particular data, "would reasonably be regarded as relevant to the
prosecution case or the defence case", or are "relevant to the reliability" of the
complainant, or any respect in which his entitlement to a fair trial according to law was
adversely affected by not being provided with a copy of the Download.

The appellant's argument as to the forensic value of the Cellebrite Download for his case
was put at the level of speculation. Whatever the precise scope of s 142(1)(i), it plainly
does not extend to all information in the possession of the prosecutor or to information
that does no more than provide a potential avenue for inquiry.”



Edwards v The Queen [2021] HCA 28

Kiefel CJ, Keane and Gleeson JJ:

“On the other hand, if the appellant gave instructions suggesting inquiries that could have
been pursued by searching his telephone, there was no impediment to the appellant
calling for a copy of the Download, readily searchable, because its existence had been
clearly identified by the ODPP.”



Edwards v The Queen [2021] HCA 28

Edelman and Steward JJ:

the failure of the prosecution to provide Mr Edwards with a copy of
the Cellebrite download was a breach of the duty in s 141(1)(a) by reason of a failure to
comply with s 142(1)(i).

However, there was no miscarriage of justice in the case. The relevant material on the
phone could not have affected the result.



Lessons from Edwards:

■ The failure to disclose electronic evidence will not give rise to a miscarriage of justice 
(nor perhaps even a breach of s142) if the failure only gives rise to a speculative 
prospect that the evidence would have assisted the defence.

■ Take instructions from your client about phone use.

■ Ask! Find out if police seized any phones.

■ Seek disclosure of all extractions:  it is not uncommon for there to be more than one 
extraction of the same device.

■ Check that any relevant warrants permit the extraction that has taken place: you might 
have a s 138 exclusionary argument.

■ Consider data preservation issues.

■ Brief an expert.



Cellebrite Data Extraction





Cellebrite data extraction types
Source: Privacy International



Differences in extraction types

■ “What is the benefit of performing a full file system extraction instead of logical, file 
system or even an advanced logical extraction? There are three main benefits. Getting 
data from third party apps is the first one. WhatsApp, Facebook messenger, telegram. 
The data cannot be recovered unless a full file system extraction is performed. These 
apps and many more can hold critical information which can help close your case.”

– Privacy International



Some uses of device data

■ Call logs

■ Text exchanges

■ Social media exchanges – Instagram, Snapchat, Facebook, Facebook Messenger, 

Whatsapp

■ Internet search history

■ Location data



The changeability of device data

■ Deletion is not exactly “deletion”:  more akin to “tagging for overwriting”.

■ Destruction of data can take place immediately after deletion or much later – it 

appears to be quite random.



Text messages
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What steps have the police taken to ensure 
data on a device has not changed?

■ Consider:

– Time(s) of download of material

– Turning the phone on can destroy data permanently

– What steps were taken to prevent any change to data

– “Thumb forensics” – an officer thumbing through a device at the scene







“Thumb Forensics”

■ This is poor forensic practice.  It may become impossible to tell whether:

– Data has been created

– Data has been deleted

– Data has been manipulated or changed



Exclusion of evidence

■ Consider part 3.11 Evidence Act exclusions for:

– Warrantless search

– “Thumb Forensics”

– Unreliability of Cellebrite download as a reflection of the state of data at a 

particular time.



Location Data

■ The location of mobile devices is primarily determined using three different 
technologies: 

– satellite radio navigation (GNSS), using GPS and A-GPS

– cellular telephone networks

– Wi-Fi access points. 

– Other methods are available such as those using phone sensors and Bluetooth. 

■ Each of these technologies provide different levels of varying accuracy i.e., distance 
from the actual location of the phone.



Assisted GPS

■ Modern smartphones are equipped with Assisted GPS (A-GPS) capability. 

■ A-GPS uses smartphone networks in combination with a GPS antenna to increase 

the speed of determining or fixing position 

■ However, data collected using A-GPS is less accurate than traditional GPS receivers. 

■ Location based services (LBS) allows a user to access spatial positioning on a 

phone via mobile networks. Depending on the user’s phone settings, these are 

activated when permitted apps are in use (e.g., while using map apps). 



Location accuracy
Source:  Casey, Jaquet-Chiffelle, Spichiger, Ryser, Souvignet, ‘Structuring the Evaluation of Location-Related Mobile Device Evidence’,  Forensic Science International: Digital 
Investigation, Volume 32, Supplement, 2020,
(https://www.sciencedirect.com/science/article/pii/S2666281720300238)

Technology “Best case” accuracy without 

interference

GPS (civilian) 5 m–10 m

A-GPS 5 m–30 m

WiFi 30 m–75 m

Cellular >100 m

Bluetooth Low-Energy <1 m - 10 m

Table 1. Best-case accuracy for different geolocation technologies.



A short case study in location data



Apple Iphone search data
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Iphone search data
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Iphone search data
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Iphone search data
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Iphone search data – the location “glitch”
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Iphone search data
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Iphone search data
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CCTV Corroboration?
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Risk and traps with location data

■ The “location” is the location of the device, not the individual.

■ There is always a margin of error – see previous table.

■ Beware of “junk” data – Cellebrite aggregates “location data” without discriminating 

between incoming and outgoing location information

– eg:  photographs sent to a phone user which contain location information 

buried within them, which gets saved to the device

■ Tracking is not constant – depends on use of location services.  Sometimes it will 

take time for the device location to “update”, or there may be a glitch.




